
 
 

How to  
keep your  
child safe  

online! 



 
 

 
Explore the issues surrounding staying safe  

on-line. 
 

Understand some of the steps to take to keep 
safe on-line. 
 

Know the messages we need to give to our 
children about staying safe. 
 

Explore some resources which will help 
communicate these messages. 

Aims of the workshop 



 
 

 

KPC - Keeping Parents Clueless  
Gr8 - Great 
BRB - Be Right Back 
DEGT - Don’t Even Go There 
LMIRL - Let's Meet In Real Life  
POS - Parent Over Shoulder 
P911 - Parent Alert 
PAL - Parents Are Listening 
PAW -Parents Are Watching 
PIR - Parent In Room  

Chat speak – What do you know? 



Adults often have anxieties about new technology… 

Reality 

Everything that’s already in the world when you’re 
born is just normal! 



 
 

Statistics 
 25% of children under 6 have a smartphone 
 56% of all children aged between 5 and 12 have a mobile phone. 
Over 50% of children aged between 9 and 12 have a social 

media profile. 
 56% of young people use a password to lock their mobile 

devices. 
Nearly 50% of parents worry their child is addicted to mobile 

devices. 
 79% of young people use the internet privately without their 

parent’s supervision. 
Most children have unrestricted access to mobile devices. 
 85% of children are online for longer than is recommended  
       Children under 2 should not use digital media. 
       Children between 2 and 5 should spend less than an hour a day. 
       Children over 5 should not exceed 2 hours a day. 

 
 



 
 

https://www.youtube.com/watch?v=1NVkLho
7f5M&safe=active 



Prevention 

 DO NOT STOP YOUR CHILD USING THE INTERNET! 

 

 Firstly this doesn’t work, but it drives their use 
underground and they are then not able to talk to 
you if they get in trouble 

 

 Secondly the internet is the greatest ever single 
invention that has the potential to make the 
world a better place. It’s already more significant 
than the inventions of the printing press, radio, 
telephone and TV put together! 







Online Grooming 



Online Bullying 



Knowledge vs Wisdom 

KNOWLEDGE    
 

Many children pick 
up technology 

quicker!  

WISDOM 
 

Understanding 
how to behave in 

a virtual world    

69% of young people say they mind their parents 
restricting or monitoring their internet usage!  



SMART Rules  
SAFE – Keep safe by being careful not to give out personal information – 

including full name and email address - to people who you don’t trust 
online. 

MEETING – Meeting up with someone you have only been in touch with 

online can be dangerous. Only do so with your parent’s/carer’s permission 
and even then only when they can be present.  

ACCEPTING – Accepting e-mails, IM messages or opening files from 

people you don’t know can be dangerous – they may contain viruses or 
nasty messages! 

RELIABLE  – Someone online may be lying about who they are, and 

information you find on the internet may not be true. Check information 
and advice on other websites, in books or ask someone who may know.  

TELL  – Tell your parent/carer or teacher if someone or something makes 

you feel uncomfortable or worried, or you or someone you know is being 
cyberbullied.  



Keeping safe online? 



Digital Safeguarding  

www.thinkuknow.co.uk 
www.nationalonlinesafety.com 
www.ceop.police.uk 
www.iwf.org.uk  

www.childnet.com 

www.gridclub.com 

www.digizen.org  

www.kidsmart.org.uk 

www.lgfl.net/  

www.bbc.co.uk/cbbc  
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Risky Technologies 



Contact risks 

Social networking sites  
 

Instant messaging 
 

File sharing 
 

Multi-user online games 
 

Chat rooms 

49% of kids say that they have given out personal information 

5% of parents think their child has given out such information  



Content viewed 

Inaccurate content 

Extreme material 

Pornography 

57% of 9-19 year olds have come into contact with online pornography. Only 16% of 
parents think that their child has seen pornography on the internet! 

4 in 10 pupils aged 9-19 trust most of the information on the internet!  



What you can do 
 Discuss Cyberbullying – respect, passwords  

 Get involved with your children online, agree rules and encourage balanced use – set time  
limits 

  Make sure they know who to talk to if they feel uncomfortable  

  Talk about the consequences of giving out personal info or making information public 

  Keep the computer in a family room and be aware of which sites are being accessed  

  Use child-friendly search engines and install filtering  

  Encourage them to use browser tools – Bookmarks and History 

  Find appropriate sites to visit and try not to overreact about accidental inappropriate  
content 

  Install software to protect your computer’s security 

  Use a family email address for shopping and online forms 

  Use the free technology: pop-up blockers & SPAM filters; and your good judgement:  
don’t reply to SPAM! 

  Check sites for extra security (padlock/https) 

  Consider whether a webcam is appropriate 

 Report Cyberbullying (School, Service provider or Police) – save evidence, block unwanted  
contacts 

 



 
 

Twitter updates  



 
 

@hiwjstaffs 

For regular updates, 
please follow us on 

Twitter! 


